My Adventure Planner - Privacy Policy

Name and contact details of the controller

Data Controller Name: Bernadett Koncz self-employed (hereinafter "Data Controller" or "My Adventure Planner")
Headquarters: 8360, Keszthely Fodor utca 20. 4/13., Hungary

Phone number: +36 20 369 1825

E-mail address: myadventureplanner@gmail.com

Website: myadventureplanner.com

The scope of the data processed, the purpose of the data processing, its legal basis and the period
of retention of the data

Scope of data managed: Your contact details (name, e-mail address, phone number); and general information related to your trip,
which information you submit on your own free will (date, people you are travelling with, destination, price preferences, interests
and other requests).

Purpose of data management: contact, communication (send offers, plans, suggestions via e-mail)

Legal basis for data management: voluntary consent

Duration of storage: Due to the nature of the tour, up to 12 months from the date of the invitation to tender

Recipients of personal data, categories of recipients

The Data Controller shall not disclose the data submitted during or during the request for quotation to anyone else, only he shall
work with them.

Bernadett Koncz self-employed - “My Adventure Planner”; contact: myadventureplanner@gmail.com

The Data Controller will not transfer or make available the data generated during the request for quotation to other persons.

Manage special data

The Controller will not process any special data either during or after the request for quotation.

Rights affected

Please be advised that you may request from the Data Controller access, rectification, erasure of personal data relating to him or
her, and may, in certain cases, restrict the processing of such data and object to the processing of personal data through the
contact details in Section 1. You also have the right to file a complaint with the supervisory authority and to seek redress.

You may withdraw your consent at any time through the contact details (telephone number, e-mail address) provided in the
Voluntary Consent, which does not, however, affect the lawfulness of the processing of your consent prior to such revocation.

a) Right of access

You may at any time ask for clarification as to whether and how the Data Controller handles your personal data, including in
particular: the purposes of the data processing; the source from which the data was received by the Data Controller; the
retention period; any right to data management; and information about automated decision making and profiling. You also have
the right to request a copy of the data and, unless otherwise requested, the Controller will provide the requested information
electronically (in pdf format) unless otherwise requested. If your right of access adversely affects the rights and freedoms of
others, in particular the business secrets or intellectual property of others, the Data Controller shall have the right and to the
extent necessary to deny your request to that effect.

b) Right of rectification
The Data Controller will correct or complete your personal information at your request. In case of doubt regarding the rectified

data, the Data Controller may invite you to prove the corrected data to the Data Controller in an appropriate manner.
c) Right of cancellation



If you request the deletion of one or more of your personal data, the Data Controller (s) shall delete them without undue delay.
The Data Controller is not always obliged to delete personal data, in particular eg. in the event that data processing is
necessary for the filing, enforcement or defense of legal claims.

d) The right to restrict data management

e)

You may request restrictions on the handling of your personal information in the following cases:

o  You dispute the accuracy of your personal information - in this case, the limitation applies to the period of time that allows
the Data Controller to verify the accuracy of your personal information;

o the data processing is unlawful, but you are against the deletion of the data and instead request a restriction on their use;

o the Data Controller no longer needs personal data for the purpose of data processing, but you request it for the purpose of
making, enforcing or defending legal claims; obsession

o You have opposed the data processing - in this case, the limitation applies to the period until it is determined whether the
data controller's legitimate reasons take precedence over your legitimate reasons.

Restrictions on data management mean that the personal data affected by the restriction, except for storage, will not be
processed by the Data Controller or only to the extent that you consent to it. In the absence of such consent, the Data
Controller may also handle data which are necessary for the establishment, exercise or defense of legal claims, or for the
protection of the rights of other natural or legal persons, or in the important public interest of the EU or a Member State.

Right to lodge a complaint, right of appeal

If you believe that the processing of your personal data by the Data Controller violates the applicable data protection laws, in
particular the General Data Protection Regulation of the European Parliament and of the Council (“GDPR”), you have the right
to have your habitual residence, workplace or Complaint to the competent data protection supervisory authority of the Member
State where you are established. The complaint may be submitted to the National Data Protection and Freedom of Information
Authority ("NAIH"). NAIH contact details: Address: 1125 Budapest, Szilagyi Erzsébet fasor 22 / c.

Postal address: 1530 Budapest, Pf .: 5.
Phone: + 36-1-391-1400

Fax: + 36-1-391-1410

E-mail: ugyfelszolgalat@naih.hu
Website: http://naih.hu/

Regardless of your right to complain, you may seek redress in the event of any of the above rights. You also have the right to
go to court against a legally binding decision of the supervisory authority. We would also like to inform you that you are entitled
to a judicial remedy even if the supervisory authority does not decide on the merits of the complaint or if the supervisory
authority does not inform you within three months of the procedural developments or the outcome of your complaint.

Automated decision making and profiling

Without prior consent (so if the Cookie Policy is not accepted), the Data Controller will not make automated decisions and
profiling your data processing.

For the first time, users visiting myadventureplanner.com can decide whether or not they consent to the use of cookies. If so, then:

When using this service, My Adventure Planner may automatically collect information about you for statistical and personalization
purposes. This may include IP address, unique device ID, cookie data, referrer information, date and time of visit, device, program
or browser used, device operating system type, version number, and language settings. You can also collect information about
clicks, pages you visit, searches, and other activities on your site. The activities and data collected from various computers and
devices can be aggregated. This information can be used to prevent misuse, to maintain My Adventure Planner.

You can read more about personalizing your page and ads in our Cookie Policy.



